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A B S T R A C T  

Smart cities have progressed substantially in recent years, by dramatically increasing their potential. In 

fact, rapid innovations in the Internet of Things (IoT) have opened up new possibilities, serving as a 

collection of essential technological solutions for smart cities and allowing the creation and automation 

of innovative features and advanced applications for numerous local stakeholders. The focus of this 

research is to highlight the main trends and open issues of implementing IoT technologies for the 

development of effective and resilient smart cities by reviewing the research literatures on IoT-enabled 

smart cities. This paper begins with a survey of the key technologies proposed in the literature for the 

implementation of IoT frameworks, followed by a review of the main smart city approaches and 

frameworks, based on an eight-domain classification that expands on the traditional six-domain 

classification used in most related works. 

Keywords: Smart Cities, Internet of Things, Big Data. 

1 Introduction 

The ongoing development and use of Internet of things (IoT) and Internet of everything (IoE) technologies 

is a necessary precondition in today's smart city environment, accelerating the smart city paradigm into the 

big data domain. According to [1,] a project study by Ericson predicted that by 2022, 29 billion devices 

would be connected. According to a report released by Statista Research in 2019, the total number of 

connected IoT devices worldwide is expected to reach 75 billion by 2025 [2], culminating in a potential IoT 

economic impact of USD 11 trillion per year by 2025 [3]. These figures show that the Internet of Things 

will be one of the most valuable disruptive technologies, opening up new horizons, opportunities, and 

difficulties in the development of smart applications and services. The Internet of Things is becoming 

increasingly important in the formation of smart cities, where IoT is one of the biggest factors for smart 

technology and protracted development. Smart cities are complex socio-technical infrastructures made up 

of human actors (such as citizens, city operators, administrative institutions, public and private businesses, 

and so on) and digital devices. 

The wide range of diverse approaches, contexts, application domains, and technological solutions offered 

in the literature for the creation and management of smart cities illustrates this complexity. The major 
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purpose of deploying and integrating IoT solutions is to enable smart cities to evolve further, potentially 

giving capabilities and features while minimizing human interaction substantially [4]. Furthermore, it is 

necessary to emphasize on the social issues addressed and the societal benefits eventually realised as a 

consequence of the adoption of these technologies, such as determining how they can contribute to the 

United Nations' Sustainable Development Goals (SDGs) developed within the context of the 2030 Agenda 

[5]. 

The focus of this research is to integrate IoT and smart city solutions using a classification strategy that 

focuses on identifying eight relevant domains: governance, living and infrastructures, mobility and 

transportation, economy, industry and production, energy, environment, and healthcare. The remaining 

part of the paper is structured as follows. A survey of the main technologies used in IoT frameworks is 

presented in Section 2. A survey of IoT-enabled smart city domains and components is described in Chapter 

3. Section 4 examines some recent trends and open challenges, as well as the societal issues involved and 

potential future approaches for IoT-powered smart cities. Section 5 is reserved for the conclusion. 

2 IoT Architecture and Technologies 

The Internet of Things has resulted a profound fundamental change in how digital devices communicate 

with one another, as well as how they link to the external reality [1] and interact with humans. Through the 

integration of cloud, fog, and edge computing, services, and applications, IoT architectures integrate and 

consolidate all processes of data sensing/actuating from/to devices, transmitting/receiving messages, data 

storage, processing, analysis, and ultimate exploitation. The implementation of IoT frameworks involves a 

wide range of technologies. However, general functional architectures based on a simplified version of the 

Open Systems Interconnection (OSI) concept, but with different techniques, have been proposed in the 

literature. The perception/sensing layer, the network layer, and the application layer are all defined in certain 

studies [1,6] as three layers (from the lowest physical level to the highest levels of abstraction) in a typical 

IoT framework. The previous concept is expanded into five layers of architecture in other publications [7, 

8, 9, 10, 11, 12], including the perception/sensing layer, transportation/network layer, 

middleware/processing layer, application layer, and business layer.  

Edge computing, fog computing, and cloud computing are three different computing paradigms that are 

characterized depending on which level of the stack is being evaluated, from bottom to top [13]. The 

following sections provide a description of the various layers in terms of capabilities and technology 

involved. Because the five-layer architecture can be viewed as a more detailed variant of the three-layer 

architecture, it was considered. 

2.1 Perception/Sensing Layer 

The perception or sensing layer is connected to the physical level, which consists of devices such as sensors 

and actuators that communicate with one another and with the real world by transmitting and receiving 

data over wireless networks [8]. Sensors, actuators, and mobile device technology are all involved in this 

scenario. Sensors for detecting temperature, humidity, pressure, distance and geographical coordinates, 

speed, acceleration, voltage, weight, pollution particles, brightness level, biometrical signals, and other 

physical quantities and variables are available commercially. Actuators are used to physically or virtually 

control/move other devices or systems, and they are often categorized as electrical, pneumatic, or hydraulic 

[14]. 

Low-level IoT applications are deployed using a variety of software tools and technologies. Visual 

programming languages (VPLs) are used in the following examples: Scratch is a visual programming tool 

developed at MIT for IoT code generation and communication with Arduino-based IoT products [15]. 

NetLab is an open source environment for developing embedded systems; Ardublock is an open source 

visual block programming tool for Arduino systems; and Ardublock is an open source visual block 

programming tool for Arduino systems.  

https://preprints.aijr.org/
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2.2 Transportation/Network Layer 

The transportation layer, often known as the network layer, is responsible for data routing and transmission. 

Network gateways can be used as mediators to connect various IoT nodes, allowing them to send and 

receive data from various sensors for M2M communication. Different technologies and protocols are 

utilized for data transmission. Bluetooth, radio-frequency identification (RFID) tag technology, and near-

field communication are examples of proximity communication protocols (NFC). Wireless technologies 

such as Wi-Fi, Zigbee, long-range wide-area network (LoRaWAN), Sigfox, and 5G are used in larger 

coverage networks. 

The network layer stack's final component is in charge of properly preparing data for presentation. The 

subscription mechanism between IoT devices and brokers represents the client/server architecture, which 

includes push and pull modalities for sending or receiving data. REST calls, web services, FTP, and 

HTTP/HTTPS are common pull protocols. WebSocket (WS), Constrained Application Protocol (CoAP), 

Message Queue Telemetry Transport (MQTT), Advanced Message Queuing Protocol (AMQP), and 

FIWARE NGSI and NGSI-V2 [20] are the most used push protocols for receiving data via data-driven 

subscriptions. Furthermore, distributed publish–subscribe messaging systems (such as Apache Kafka, 

RabbitMQ, and FIWARE's Orion Broker) for managing various data streams in an efficient and scalable 

manner should be enabled in order to allow data interchange among multiple devices and applications [13]. 

In this regard, data persistence of queues is a key feature to boost fault tolerance when processing data that 

should not be lost in the event of a failure (e.g., Apache Kafka). 

2.3 Middleware/Processing Layer 

The processing layer, often known as the middleware, can perform a variety of tasks. It can, for example, 

operate as a data aggregator module, because data may be acquired from heterogeneous devices that use 

different protocols and weren't designed to communicate and interact with one another in the first place. 

As a result, the middleware layer must facilitate interoperability among connected devices by executing 

programming and/or model abstractions as needed. At various levels, interoperability must be ensured: 

•Technical level [21], in order to efficiently achieve and maintain end-to-end connectivity with devices, 

gateways, brokers, servers, and other components; 

•Syntactical level, to manage the many protocols and formats; 

•Semantic level, semantic web technologies such as XML, RDF, OWL Ontology, and linked data (LD) are 

used to ensure unambiguous data representation and data semantic enrichment, hence increasing the 

system's expressiveness [22]. 

2.4 Application Layer  

The application layer provides the final users with the output formats, applications, and services they 

require. The communications protocols management is usually included in this layer in publications in the 

literature that are based on the three-layer IoT design. 

As IoT devices and systems are becoming more widely available, event-driven applications are becoming 

more popular (exploiting push protocols). This is a considerable departure from the previous generation of 

smart city apps, which focused on vertical applications and were frequently built on extract, transform, 

load/extract, load, transform (ETL/ELT) procedures and languages, which only supported pull protocols. 

On the other hand, multiple frameworks and ecosystems, such as VPL tools [23], are used to build and 

implement event-driven IoT applications. One of the most popular is Node-RED, which is built on the 

Node.js engine and allows the composition of visual nodes or blocks to create application processes in a 

graphic environment [24]. 

2.5 Business Layer  

The business layer was invented to define all operations and front-end tools that consume data from the 

application layer in order to produce advanced big data analytics and visualization services for building 
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business models, supporting decision-making processes, and performing simulations and what-if analysis. 

Predictive models based on machine learning, deep learning, and artificial intelligence (AI) approaches [25], 

as well as advanced and interactive visual analytic tools [26], can help achieve this. Furthermore, the business 

layer encompasses all actions carried out by system administrators in order to assess, control, and maintain 

the platform/overall framework's functionality.  

3 Components and Solutions for IoT-enabled Smart Cities   

There is indeed a substantial amount of research on IoT applications in smart city environments. A search 

of the Web of Science (WoS) database for papers with the keywords "smart city" OR "smart cities" AND 

"IoT" OR "Internet of things" in their topic (i.e., the union of the "title," "abstract," and "keywords" search 

fields) yielded 5285 articles, published between 2010 and 2021, which is a large number of resources to be 

reviewed extensively and systematically, or even filtered in a supervised way.  

On the other hand, several alternative techniques to classify smart city frameworks and solutions in a 

number of application domains have been offered in the literature. As a result, we centered our research 

on reviews and surveys as a starting point. The following criteria were used to conduct the literature review: 

•The WoS database was used to find reviews and survey articles that included the keywords "smart 

city" OR "smart cities" AND "IoT" OR "Internet of things" in at least one of the following fields: 

title, abstract, or paper keywords. Then, to ensure that each paper topic genuinely fit the subject of 

this review, a supervised overview and filter was performed. 

•The current study focused on recent literature, therefore articles published between 2018 and 2021 

were chosen from the first search;  

•Papers from Q1 and Q2 journals (as ranked in the SCImago index) were given priority over those 

from Q3 and Q4 journals. 

The following eight domains, which are typically used to classify smart city components and application 

areas, were identified in order to describe the vast landscape that we discovered by reviewing the selected 

literature in the most comprehensive way: governance; living and infrastructures; mobility and 

transportation; economy; industry and production; energy; environment; and healthcare. 

Each of the above-mentioned smart city domains is addressed in detail in the following subsections, 

including general situations, features and services supplied, IoT technologies used, frameworks or solutions 

adopted, and real-world case studies of smart cities implementing solutions for that area. 

3.1 Smart Governance 

Smart governance is concerned with the incorporation of information and communication technology 

(ICT) into city governance practices in order to improve decision-making and streamline bureaucratic and 

administrative processes through smarter collaboration among various stakeholders and social actors [28], 

such as public administrations, city officers, private companies, and citizens. This can be accomplished by 

offering citizens with novel city services, dedicated channels, and network integration. Citizens, for example, 

can be involved in city governance activities and decision-making processes using ICT-based tools and 

social media [29], as evidenced by the mobile crowdsourcing paradigm [30], in which citizens can use their 

smartphones and mobile devices to act as "users as sensors," participating as individuals and in groups in 

the acquisition of data of interest for smart cities. 

3.2 Smart Environment 

Environmental data gathering, monitoring, and analysis for pollution reduction, water quality and supply 

monitoring, and weather and climate event management are all part of the smart environment area [32]. In 

this sense, air quality monitoring is critical for tracking levels of air pollutants (such as NOx, O3, CO2, 

N2O, PM10, PM2.5, and others) that are a severe health concern (caused by transportation, heating and 
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industrial emissions). Because it has so many negative effects on the environment, smart waste management 

is also included in this category. Smart garbage bins, which are equipped with sensors and capable of giving 

real-time analysis of the capacity that is now available, are used to manage waste production strategies [42]. 

In the case of smart water, sensing equipment used to monitor water quantity and quality often detect pH, 

conductivity, turbidity, total dissolved solids, and other characteristics [44]. 

3.3 Smart Healthcare 

Remote monitoring, telemedicine and telenursing, adverse medication reactions, community healthcare, 

and other components of IoT and ubiquitous computing have been widely applied to mobile healthcare, 

and these aspects are even more relevant in this recent period of the COVID-19 pandemic. Wearable or 

implanted devices (e.g., cardiac devices, airflow monitors, blood glucometers, etc.) that are connected in 

the cloud utilizing WSN technologies can be used for remote patient monitoring (RPM) [18]. This has 

resulted in the creation of body sensor networks (BSNs) or wireless body area networks (WBANs), in which 

the integration of several heterogeneous data sources enables the capture of biometric and physiological 

data for IoT healthcare applications [46]. 

3.4 Smart Mobility and Transportation 

The notion of smart mobility and transportation entails a move from traditional transportation systems to 

Mobility-as-a-Service (MaaS), in which a smart IoT infrastructure connects various actors (people, 

government agencies, private businesses) and institutions (vehicles, personal devices, city sensors, actuators, 

etc.) [33]. IoT and intelligent transportation systems (ITSs) [34] provide smart applications and services to 

manage private and public traffic flows, dynamic traffic routing, smart parking, vehicle sharing and 

sustainable mobility, linked driving, and other issues. Predictive models are frequently used in intelligent 

traffic solutions for early warnings, accident avoidance, and real-time traffic congestion management. 

3.5 Smart Economy 

The innovative integration of local and worldwide markets through ICT, delivering e-business and e-

commerce services to boost production and delivery, is the foundation of a smart economy [36]. This sector 

also includes the concept of a sharing economy, in which individuals or private organizations sell services 

using their own assets as well as peer-to-peer marketplaces. Peer-to-peer labor services are also available, in 

which individuals and stakeholders contribute their skills and experience for specific tasks [37]. For e-

commerce and retail shopping, artificial intelligence and machine learning approaches have been used to 

construct prediction models and improve recommendation systems [38]. Payment and transaction 

processes have been made easier thanks to the usage of NFC and wireless sensor technologies. 

3.6 Smart Industry and Production 

Smart industry IoT technologies, cyber-physical systems (CPS), M2M communication systems, and cloud-

based manufacturing [39] are all part of the 4.0 transformation process, which allows for a more innovative 

and less human-dependent productive environment [40]. When it comes to the automation of products 

supply chains, sensor technologies like RFID and NFC can be used to trace them from the manufacturing 

process through ultimate delivery. For shipment tracking, as well as assessing the quality and usability of 

products, real-time data can be collected and analyzed [14]. Smart agriculture and farming, which addresses 

the difficulty of sustainable food production, is included in the smart industry and production domain, as 

are all domains in which ICT leads to the automation of the productive workflow. 

3.7 Smart Energy 

Smart energy systems aim to optimize power usage by intelligently integrating decentralized renewable and 

sustainable energy sources and their effective delivery [41]. Smart grids use ICT and IoT technologies to 

improve power generation and distribution management, utilizing, for example, prediction models (derived 
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from collected consumption data) and frequently ensuring energy network supply self-healing [43]. Smart 

grids assist in balancing energy load based on usage and availability. This allows for automatic switching to 

alternate energy sources, as well as forecasting future energy consumption and calculating power availability 

and price. 

4 Recent Trends, Open Challenges, and Future Directions 

Smart city IoT technology and applications are fast gaining traction, as seen by an increasing number of 

real-world examples. However, based on the analysis and assessment conducted in the preceding sections, 

this integration process is not yet complete, as it still faces several open difficulties that may be handled in 

future advancements. 

Because there are so many different IoT protocols, formats, and frameworks, there are interoperability 

issues [3,20,42,46,47], and this is exacerbated by the fact that many smart city applications were originally 

developed as vertical silos applications [3,18], each with its own data ingestion, storage, and exploitation 

solutions. Resolving interoperability concerns could result in financial gains. In fact, achieving a higher level 

of interoperability among devices, applications, and services necessitates lowering the costs of developing 

completely new and different deployments of the solutions [47], allowing for backward compatibility via 

the use of older systems as well as incremental deployment and integration. On the other hand, the adoption 

of event-driven and push protocols [23] as part of the IoT/IoE paradigm has paved the way for not only 

sensing the city but also acting through actuators and creating event-driven applications. However, the 

majority of solutions described in the literature still focus on narrow areas, solving specific problems with 

little or no software reuse [3]. 

Furthermore, IoT-enabled smart city platforms are moving toward multitenancy and cross-organizational 

IoT platforms and applications. Because the infrastructures are shared by several operators, this permits 

the development of vast infrastructures that can support multiple enterprises, increase scalability, and lower 

infrastructure costs [27]. This feature is directly related to the reuse of components in smart city 

frameworks, and it aims to harmonize and overcome the inefficient effort required to construct custom-

made platforms for each city or special scenario [3]. The introduction and distribution of novel network 

technologies, such as 5G [19, 31, 35, 45], are other potential future approaches. The importance of 

technological advancements in network and device solutions cannot be underestimated. 

Finally, in order to analyze the social difficulties that IoT and smart city technologies address, we 

concentrated on evaluating each application area and domain in terms of their contribution to the SDGs, 

as stated in Section 3. To that purpose, we have identified the 17 indicators that make up the Sustainable 

Development Goals: (1) no poverty; (2) no hunger; (3) good health and well-being; (4) good education; (5) 

gender equality; (6) clean water and sanitation; (7) affordable and clean energy; (8) decent work and 

economic growth; 9) industry, innovation, and infrastructure; 10) reduced inequalities; (11) sustainable cities 

and communities; (12) responsible consumption and production; (13) climate action; (14) life below water; 

(15) life on land; (16) peace, justice, and strong institutions  

5 Conclusions 

A survey of recent research literature on IoT-enabled smart cities framework was conducted in this paper. 

The need to comprehend and classify the most recent trends in the use of IoT technology as a vital driver 

for the effective and sustainable development of smart cities was the impetus for this research. The goal 

was also to draw attention to the major open issues that must be addressed and resolved in the future. The 

analysis was carried out for both significant IoT technologies, which were evaluated from an architectural 

standpoint, and smart city methods and frameworks, which were classified into eight domains that 

described the primary application areas. To that aim, the next generation of smart apps will be able to 

handle and optimize larger sets of heterogeneous data, systems, sensors, and devices. This process, however, 

is not yet complete because it must address a number of unresolved technical and social difficulties 
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(regarding the efforts to harmonize the many different standards for IoT formats and protocols, 

interoperability and scalability issues and the achievement of sustainability goals). 

References 

[1]Ejaz, W., Naeem, M., Shahid, A., Anpalagan, A., & Jo, M. (2017). Efficient Energy Management for the Internet of Things 

in Smart Cities. IEEE Communications Magazine,55(1),84-91.doi: 10.1109/mcom.2017.1600218cm 

[2]Fizza, K., Banerjee, A., Mitra, K., Jayaraman, P., Ranjan, R., Patel, P., & Georgakopoulos, D. (2021). QoE in IoT: a vision, 

survey and future directions. Discover Internet Of Things, 1(1). doi: 10.1007/s43926-021-00006-7 

[3]Bauer, M., Sanchez, L., & Song, J. (2021). IoT-Enabled Smart Cities: Evolution and Outlook. Sensors, 21(13), 4511. doi: 

10.3390/s21134511 

[4]Janani, R. P., Renuka, K., & Aruna, A. (2021). IoT in smart cities: A contemporary survey. Global Transitions Proceedings, 

2(2), 187-193. 

[5]UN-GGMI Report, Resolution Adopted by the General Assembly on 6 July 2017. (2022). Retrieved 4 June 2022, from 

https://ggim.un.org/documents/a_res_71_313.pdf 

[6]Hassan, R., Zeebaree, S., Ameen, S., Kak, S., Sadeeq, M., & Ageed, Z. et al. (2021). State of Art Survey for IoT Effects on 

Smart City Technology: Challenges, Opportunities, and Solutions. Asian Journal Of Research In Computer Science, 32-

48. doi: 10.9734/ajrcos/2021/v8i330202 

[7]Syed, A., Sierra-Sosa, D., Kumar, A., & Elmaghraby, A. (2021). IoT in Smart Cities: A Survey of Technologies, Practices 

and Challenges. Smart Cities, 4(2), 429-475. doi: 10.3390/smartcities4020024 

[8]Pukkasenung, P., & Lilakiatsakun, W. (2021). Improved Generic Layer Model for IoT Architecture. JOURNAL OF 

INFORMATION SCIENCE AND TECHNOLOGY, 11(1), 18-29. 

[9]Said, O., & Masud, M. (2012). A Space Unrestricted Multi-Robot Combat Internet of Things System. Advances In Internet 

Of Things, 02(03), 56-62. doi: 10.4236/ait.2012.23007 

[10]Zhong, C. L., Zhu, Z., & Huang, R. G. (2015, August). Study on the IOT architecture and gateway technology. In 2015 

14th International Symposium on Distributed Computing and Applications for Business Engineering and Science 

(DCABES) (pp. 196-199). IEEE. 

[11]Burhan, M., Rehman, R., Khan, B., & Kim, B. (2018). IoT Elements, Layered Architectures and Security Issues: A 

Comprehensive Survey. Sensors, 18(9), 2796. doi: 10.3390/s18092796 

[12]Marques, G., Garcia, N., & Pombo, N. (2017). A survey on IoT: architectures, elements, applications, QoS, platforms and 

security concepts. In Advances in Mobile cloud computing and big data in the 5G era (pp. 115-130). Springer, Cham. 

[13]Badidi, Elarbi, Zineb Mahrez, and Essaid Sabir. "Fog computing for smart cities’ big data management and analytics: A 

review." Future Internet 12, no. 11 (2020): 190. 

[14]Sethi, P., & Sarangi, S. R. (2017). Internet of things: architectures, protocols, and applications. Journal of Electrical and 

Computer Engineering, 2017. 

[15]Sethi, P., & Sarangi, S. R. (2017). Internet of things: architectures, protocols, and applications. Journal of Electrical and 

Computer Engineering, 2017. 

[16]Ray, P.P. A survey on Internet of Things architectures. J. King Saud Univ.–Comput. Inf. Sci. 2018, 30, 291–319. [Google 

Scholar] [CrossRef] 

[17]Ahmed, S. (2014, March). Performance analaysis of Mobile WiMAX Technology. In 2014 International Conference on 

Computing for Sustainable Global Development (INDIACom) (pp. 959-961). IEEE. 

[18]Ghazal, T. M., Hasan, M. K., Alshurideh, M. T., Alzoubi, H. M., Ahmad, M., Akbar, S. S., ... & Akour, I. A. (2021). IoT 

for smart cities: Machine learning approaches in smart healthcare—A review. Future Internet, 13(8), 218. 

[19]Rao, S. K., & Prasad, R. (2018). Impact of 5G technologies on smart city implementation. Wireless Personal 

Communications, 100(1), 161-176. 

[20]Badii, C., Belay, E. G., Bellini, P., Marazzini, M., Mesiti, M., Nesi, P., ... & Zaza, I. (2018, October). Snap4city: A scalable 

iot/ioe platform for developing smart city applications. In 2018 IEEE SmartWorld, Ubiquitous Intelligence & Computing, 

Advanced & Trusted Computing, Scalable Computing & Communications, Cloud & Big Data Computing, Internet of 

People and Smart City Innovation (SmartWorld/SCALCOM/UIC/ATC/CBDCom/IOP/SCI) (pp. 2109-2116). IEEE. 

[21]Hazra, A., Adhikari, M., Amgoth, T., & Srirama, S. N. (2021). A Comprehensive Survey on Interoperability for IIoT: 

Taxonomy, Standards, and Future Directions. ACM Computing Surveys (CSUR), 55(1), 1-35. 

[22]Zhang, J., Ma, M., Wang, P., & Sun, X. D. (2021). Middleware for the Internet of Things: A survey on requirements, 

enabling technologies, and solutions. Journal of Systems Architecture, 117, 102098. 

[23]Badii, C., Bellini, P., Difino, A., Nesi, P., Pantaleo, G., & Paolucci, M. (2019). Microservices suite for smart city 

applications. Sensors, 19(21), 4798. 

[24]Badii, C., Bellini, P., Cenni, D., Mitolo, N., Nesi, P., Pantaleo, G., & Soderi, M. (2020, November). Industry 4.0 synoptics 

controlled by iot applications in node-red. In 2020 International Conferences on Internet of Things (iThings) and IEEE 

Green Computing and Communications (GreenCom) and IEEE Cyber, Physical and Social Computing (CPSCom) and 

IEEE Smart Data (SmartData) and IEEE Congress on Cybermatics (Cybermatics) (pp. 54-61). IEEE. 

https://preprints.aijr.org/


 Page 8 of 8   
 
 

AIJR Preprints 

Available online at preprints.aijr.org 

A Survey on Concepts, Frameworks, and Key Technologies for IoT-enabled Smart Cities 

[25]Collini, E., Nesi, P., & Pantaleo, G. (2021). Deep Learning for Short-Term Prediction of Available Bikes on Bike-Sharing 

Stations. IEEE Access, 9, 124337-124347. 

[26]Bellini, P., Bugli, F., Nesi, P., Pantaleo, G., Paolucci, M., & Zaza, I. (2019, August). Data flow management and visual 

analytic for big data smart city/IoT. In 2019 IEEE SmartWorld, Ubiquitous Intelligence & Computing, Advanced & 

Trusted Computing, Scalable Computing & Communications, Cloud & Big Data Computing, Internet of People and Smart 

City Innovation (SmartWorld/SCALCOM/UIC/ATC/CBDCom/IOP/SCI) (pp. 1529-1536). IEEE. 

[27]Badii, C., Bellini, P., Difino, A., & Nesi, P. (2020). Smart city IoT platform respecting GDPR privacy and security aspects. 

IEEE Access, 8, 23601-23623. 

[28]Demirel, D. (2021). How the smart governance model shapes cities? Cases from Europe. Journal of Enterprising 

Communities: People and Places in the Global Economy. 

[29]Pereira, G. V., Parycek, P., Falco, E., & Kleinhans, R. (2018). Smart governance in the context of smart cities: A literature 

review. Information Polity, 23(2), 143-162. 

[30]Shahrour, I., & Xie, X. (2021). Role of Internet of Things (IoT) and Crowdsourcing in Smart City Projects. Smart Cities, 

4(4), 1276-1292. 

[31]Liu, L., Guo, X., & Lee, C. (2021). Promoting smart cities into the 5G era with multi-field Internet of Things (IoT) 

applications powered with advanced mechanical energy harvesters. Nano Energy, 88, 106304. 

[32]Du, J. (2021, March). Application Analysis of IoT Technology in Smart Cities. In 2021 2nd International Conference on 

E-Commerce and Internet Technology (ECIT) (pp. 264-269). IEEE. 

[33]Paiva, S., Ahad, M. A., Tripathi, G., Feroz, N., & Casalino, G. (2021). Enabling technologies for urban smart mobility: 

Recent trends, opportunities and challenges. Sensors, 21(6), 2143. 

[34]Bıyık, C., Abareshi, A., Paz, A., Ruiz, R. A., Battarra, R., Rogers, C. D., & Lizarraga, C. (2021). Smart mobility adoption: 

A review of the literature. Journal of Open Innovation: Technology, Market, and Complexity, 7(2), 146. 

[35]Chen, S., Hu, J., Shi, Y., Peng, Y., Fang, J., Zhao, R., & Zhao, L. (2017). Vehicle-to-everything (V2X) services supported 

by LTE-based systems and 5G. IEEE Communications Standards Magazine, 1(2), 70-76. 

[36]Kézai, P. K., Fischer, S., & Lados, M. (2020). Smart economy and startup enterprises in the Visegrád Countries—A 

comparative analysis based on the crunchbase database. Smart Cities, 3(4), 1477-1494. 

[37]Kumar, T. V. (Ed.). (2018). Smart Economy in Smart Cities: International Collaborative Research: Ottawa, St. Louis, 

Stuttgart, Bologna, Cape Town, Nairobi, Dakar, Lagos, New Delhi, Varanasi, Vijayawada, Kozhikode, Hong Kong. 

Springer Singapore. 

[38]Bellini, P., Nesi, P., Palesi, A. L. I., & Pantaleo, G. (2021, June). Fashion retail recommendation system by multiple 

clustering. In Proceedings of the 27th International DMS Conference on Visualization and Visual Languages (DMSVIVA 

2021), Pittsburgh, PA, USA (pp. 29-30). 

[39]Liu, Y. Y., Hung, M. H., Lin, Y. C., Chen, C. C., Gao, W. L., & Cheng, F. T. (2018, August). A Cloud-based Pluggable 

Manufacturing Service Scheme for Smart Factory. In 2018 IEEE 14th International Conference on Automation Science 

and Engineering (CASE) (pp. 1040-1045). IEEE. 

[40]Oztemel, E., & Gursev, S. (2020). Literature review of Industry 4.0 and related technologies. Journal of Intelligent 

Manufacturing, 31(1), 127-182. 

[41]Akin-Ponnle, A. E., & Carvalho, N. B. (2021). Energy Harvesting Mechanisms in a Smart City—A Review. Smart Cities, 

4(2), 476-498. 

[42]Belli, L., Cilfone, A., Davoli, L., Ferrari, G., Adorni, P., Di Nocera, F., ... & Bertolotti, E. (2020). IoT-enabled smart 

sustainable cities: challenges and approaches. Smart Cities, 3(3), 1039-1071. 

[43]Shirazi, E., & Jadid, S. (2018). Autonomous self-healing in smart distribution grids using agent systems. IEEE 

Transactions on Industrial Informatics, 15(12), 6291-6301. 

[44]Ramírez-Moreno, M. A., Keshtkar, S., Padilla-Reyes, D. A., Ramos-López, E., García-Martínez, M., Hernández-Luna, 

M. C., ... & Lozoya-Santos, J. D. J. (2021). Sensors for sustainable smart cities: A review. Applied Sciences, 11(17), 8198. 

[45]Huseien, G. F., & Shah, K. W. (2021). Potential applications of 5G network technology for climate change control: A 

scoping review of singapore. Sustainability, 13(17), 9720. 

[46]Asghari, P., Rahmani, A. M., & Javadi, H. H. S. (2019). Internet of Things applications: A systematic review. Computer 

Networks, 148, 241-261. 

[47]Geetanjali, V., Subramanian, I., Kannan, G., Prathiba, S. B., & Raja, G. (2019, December). IoTexpert: Interconnection, 

Interoperability and Integration of IoT Platforms. In 2019 11th International Conference on Advanced Computing (ICoAC) 

(pp. 212-219). IEEE. 

https://preprints.aijr.org/

